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? Kui juba Facebook hoiatab, et sinu konto võib olla kuskil häkitud, jääb üle vaid
küsida: kus, milline?

! Veebisaidil ​"Have I been pwned?" saab oma kasutajanime või e-posti
aadressiga kontrollida, millised kontod on häkitud. Paroole ära kuhugi sisesta.

Viimastel aastatel on pikenenud nende tuntud portaalide nimekiri, kust on pihta
pandud kõik andmed või suure osa kasutajate andmeid. Üks viimaseid lekkeid on
näiteks ärialane sotsiaalvõrguportaal Linkedin, mille Microsoft täna ära ostis.
Linkedini lekke (ja muude avalike lekete pärast) on Facebook asunud ka oma
kasutajaid hoiatama, kontrollides Pastebini või mujale postitatud lekkinud paroole
oma andmebaasis ja hoiatades neid kasutajaid, kes kasutasid sotsiaalvõrku
sisselogimiseks sama parooli.

Samal lehel peetakse edetabelit ka läbi aegade suurimatest kasutaja-andmete
leketest. Suurimad lekked on järgmised:

Seega - kui kahtled või Facebook on saatnud hoiatuse, et mõnel muul kontol oled
kasutanud sama parooli kui Facebookis ja see parool on lekkinud, vaheta kohe
oma salasõnasid. ja sellistes tähtsates kohtades nagu facebookis või Google´i
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kontol kasuta kaheastmelist autentimist.
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