Warflying ehk drooniga lampide hakkimine
toestab asjade Interneti ebaturvalisust
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Hiljuti avastati asjade Interneti kaudu toimunud massirinnak, mis vottis suure osa
USA Internetist ja tuntud veebiserveritest maha, st nendega ei saanud enam
uhendust ule Interneti. MassirUnnaku tegid Internetti Uhendatud nutistuseadmed -
lambipirnid, koduautomaatikaseadmed, kontorite kontrollerid jne.

Asjade Internet on veel Usna ebaturvaline, Internetile eksponeeritud lihtsaid
seadmeid saab Ule votta mitte igaluht eraldi hakkides, vaid terve armee seadmeid
korraga vastavate skriptide abil Ule vottes. All-olevas droonivideos naidatakse,
kuidas Philips Hue nutikad lambid rakendatakse droonilt Zigbee abil hakkerite
teenistusse morset vilgutama. Mida lahemale droon lendab, seda rohkem lampe
ule maja hakkavad morses SOS-i vilgutama.

Tulevikus, kui naiteks kogu linna valgustus on juhitav, saab niimoodi hakkides ka
terve kvartali pimedaks teha. Loodetavasti asjade Interneti turvalisus selleks
ajaks paraneb, kui meid Umbritsevad igal pool nutikad loT (Internet of Things)
andurid ja seadmed. Allolevas videos tehti Warflying “ut ehk drooniga hakkimist.
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