Uuring: ligi pooled eestlased on lahedalt kokku
puutunud kontole hakkimisega
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Septembris avaldatud Samsungi ja CybExeri koost66s valminud ja uuringufirma
Norstat labiviidud uuringu kohaselt on lausa 44% eestlastest puutunud otseselt
vOi kaudselt kokku olukorraga, kus nende véi nende lahedaste kontosse on
hakitud vdi on nende andmed mingil muul viisil lekkinud. Pdhiliselt on tegu e-maili
pettuste ohvriks langemisega, kuid hakitud on ka inimeste
sotsiaalmeediakontodesse. Mida sel puhul teha, seda ei tea enamus kasutajaid.

,Kdige olulisem, mis uuringust valja tuleb on see, et kuigi paljud eestlased on
andmelekete ja kontode hakkimise ohvriks ise langenud ja 84% on enda andmete
turvalisuse parast mures, Utleb 53% vastanutest, et nad ei tea, mida sellises
olukorras peale hakata. Enamik ei ole midagi kuulnud ka telefonides olevatest
turvalahendustest, mis nende andmeid kaitsta aitaksid. Naiteks erinevad
paroolihaldurid voi Samsungi telefonide puhul Knox turvastisteem. Selgelt on
vaga oluline viia inimesteni teadmine, kuidas end kuberruumis ja eriti just
mobiilide maailmas paremini turvata,” Utles Samsung Eesti mobiilidivisjoni juht
Antti Aasma.

Aasma lisas, et nutiseadmete turvalisusele suurema tahelepanu pééramine on
oluline just seeparast, et nagunii liigub juba suurem osa meie personaalsest
informatsioonist mobiilide kaudu.

Klber-teemadega seonduv on uuringu kohaselt eestlaste jaoks oluline. 84%
vastanutest Utlesid, et nad on enda andmete turvalisuse parast kas mingil maaral
vOi vaga mures. Samas ei otsi suurem osa inimesi (59%) aktiivselt infot antud
teemal, et plsida kursis uute arengutega kuberturvalisuse vallas. See kajastub ka
inimeste kaitumises. Naiteks ei kasuta 13% vastanutest jatkuvalt enda telefonis
mitte Uhtki sisselogimissusteemi, mis tahendab, et nende telefon ja sealsed
andmed on pidevalt ilma igasuguse kaitseta. Samuti lUkkab iga kimnes eestlane
telefoni tarkvarauuendusi edasi nii kaua kui véimalik voi ei tee neid uldse.

~Lisaks vOib valja tuua andmete varundamist. Ligi kolmandik (29%) ei varunda
enda andmeid absoluutselt ning 42% kasutavad selleks valist kdvaketast, mis
vOib kull toimida, kuid ketta kadumise voi varguse puhul on andmed taaskord


https://www.am.ee/index.php/node/7189
https://www.am.ee/index.php/node/7189
https://www.am.ee/index.php/user/1

lainud,” sénas kuberhlgieeniettevotte CybExer vanemanallutik Hans Lougas.
~Neljandik vastajatest hoiab enda t06ga seotud andmeid samuti enda isiklikus
mobiilis, mis voib kdike eelmainitud arvesse vottes olla vaga ohtlik.”

Antti Aasma ja Hans Lougase sdnul tuleks turvaaukude ja andmete lekkimise
valtimiseks kdigepealt kasutusel votta kiberhlugieeni pdhitded. Loomulikult tuleks
kaitsta enda telefoni lihtsate meetmetega nagu PIN kood, sérmejaljelugeja vOoi
naotuvastus, et pahalane ei saaks telefoni varastamisel sellesse ilma igasuguse
takistuseta sisse. Seejarel tuleb rakendada rangemaid turvameetmeid paroolides.
Valida pikemad, simboleid ja suurtahti sisaldavad paroolid ja ideaalis kasutusele
votta paroolihaldur, mis aitab parooli inimesel ka ise valida.

Samuti tuleks uue seadme soetamisel uurida, milliseid turvalahendusi see
kasutab, sest ka seadmete enda vodi neis kasutatavate lahenduste turvalisuse
tasemed on erinevad. Ongitsuskirjade v&i petuskeemide tuvastamisel on oluline
teavitada sellest teenusepakkujaid.

Samsungi ja CybExeri tellitud ja uuringufirma Norstat Iabiviidud uuringus osales
Eestis 1021 18-64 aastast inimest. Uuring viidi [abi vahemikus 30.08 -

03.09.2019. Osalejatest 51% olid mehed, 49% naised ning 69% olid rahvuselt
eestlased ja 31% muust rahvusest.
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