Eesti IT maailma sojatoostuses: Lockheed
Martin ja Guardtime alustasid koostood kuber-
ohtude neutraliseerimiseks
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Eesti IT-firma tarkvaraarendusest hakkavad otseselt s6ltuma inimelud ja see
hakkab kaitsma moodsa sdjavae selgroogu - infosisteemi, mille andmeid ei tohi
kaotada, muuta ega havitada. Maailma suurim, 112 000 tdotajaga
kaitsetodstusettevote Lockheed Martin ja Eesti paritolu, 100 té6tajaga
kdrgtehnoloogiaettevdte Guardtime esitlesid asja kliberkaitse valdkonnas
murrangulist tehnoloogilist lahendust. Valjatootatud platvorm aitab oluliselt
maandada sisemiste voi valiste ohuallikate poolt toime pandud andmete
manipuleerimisega seotud riske.

Firmade koostoos loodud ja testkasutuses olev platvorm aitab sailitada andmete
terviklikkust ja valtida andmete manipuleerimist.

Tegemist on Uhe kriitlisima probleemiga kaitsesektoris, kus andmete terviklikkuse
jalgimine ja tagamine on ulimalt keeruline. Kaimasolevad katsed Lockheed Martini
innovatsioonikeskuses on teadaolevalt maailma esimene andmete
manipuleerimise ohule suunatud test.

“Andmesidevorgu-, tarkvara- ja andmete terviklikkus on meie klientide jaoks
kriitilise tahtsusega ning koosto6s Guardtime’iga valjatootatud
kUberturbelahendused sisaldavad endas sabotaazi-vastaste ning andmete
terviklikkuse tagamise tehnoloogiate absoluutselt viimast sdna,” Utles Ron
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Bessire, Lockheed Martin'i asepresident. “Need uued tehnoloogiad pakuvad laiu
kasutusvoimalusi nii ari- kui kaitseotstarbeliste slisteemide juures.”

“Guardtime ja Lockheed Martin jagavad nagemust, mille kohaselt andmete
terviklikkuse tagamine on uheks operatsioonide eduka labiviimise nurgakiviks,”
lisas David Hamilton, Guardtime Federal’i president. “Kui me suudame tagada
ststeemide, andmesidevdrkude ning andmete terviklikkuse nii tarkvara kui
riisvara tasandil, siis saame asendada ebakindluse selge teadmisega - saame olla
kindlad, et protsessid, mis on aluseks nii ari- kui sGjalise otstarbega slisteemidele,
ei ole kompromiteeritud ning tootavad nii nagu ette nahtud.”

“Koostdo Lockheed Martiniga on jarjekordne tdestus, et Eestis valjaarendatud
kiberkaitsealane kdrgtehnoloogia saab olla maailmas verstapostiks,” lisas Martin
Ruubel, Guardtime’i asepresident. “Guardtime’i jaoks tahendab koostd6 suurt
tunnustust, aga ka enneolematut vastutust - meie tehnoloogia abil tagatavast
informatsioonist vdivad otseselt sdltuda inimelud. Olemegi oluliselt laiendamas ka
oma Eesti arenduskeskust, et suuta muuhulgas ka sellele valjakutsele vastata.”

Lockheed Martin on maailma suurim 112,000 té6tajaga kaitsetdodstusettevote,
mis tegeleb kérgtehnoloogiliste lennundus-, kosmose- ja relvasisteemide
arenduse ning tootmisega, ettevotte toodeteks on muuhulgas naiteks F-22 Raptor
ja F-35 Lighting Il havituslennukid. Ettevotte méddunud majandusaasta kaive oli
45.6 miljardit dollarit.

Guardtime on Eesti paritolu 100 té6tajaga kdrgtehnoloogiaettevote, mille poolt
valja téotatud baastehnoloogia kannab nime Keyless Signature Infrastructure
(KSI) ning see loodi eesmargiga tagada infosusteemide ning andmete
terviklikkuse séltumatu jalgimine reaalajas. KSI on blockchain tehnoloogia, mis
baseerub Uhesuunalistel rasifunktsioonidel ning selle suurimaks
konkurentsieeliseks on miljardite operatsioonideni sekundis ulatuv skaleeruvus.
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