Homme tahetakse luua HTTP-le hingekella
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Alates homsest, 24. juulist peab Google Chrome, mis on muide ka
brauserimaailma Ulekaalukas turuliider, koiki http-ga lehekllg ebaturvaliseks ja
hakkab kasutajaid hoiatama (loe: ehmatama). Seega vodivad alates homsest kdik
https-ile mitte ule ldinud saitide omanikud hakata saama palju paringuid
klientidelt, kes on hammingus, miks seni turvaline lehekdulg, kus nad ikka on
kainud, nuud jarsku ebaturvaliseks muutus.

Tegelikult hoiatavad Chrome ja teised brauserid juba ammu krupteerimata saitide
eest, aga tagasihoidlikult:
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Teie Uhendus selle saidiga pole turvaline A
| Te eitohiks sellele saidile sisestada tundlikku teavet I
(nt paroolid voi krediitkaardid), kuna rindajad voivad

selle varastada. Lisateave

See hupikaken avaneb veebibrauseri aadressiribal veebiaadressi ees oleva
aadressi infonupu alt. Kui sait on turvaline, leiab samast kohast rohelise tabaluku
(Google Chrome’is).

@ Turvaline | https://www.am.ee/

Alates homsest, kui kasutad uusimat Google Chrome’i versiooni 68, aga enam
lihtsalt infokastist seda hoiatust ei leia, vaid see on kohe aadressiribal igathele
naha, kui krupteerimata kodulehele p66rdud.



https://www.am.ee/node/6566
https://www.am.ee/user/1
https://support.google.com/chrome/a/answer/7679408?hl=en

Kuigi https-i peale Uleminek ei maksa suurt midagi (Let’s Encrypt naiteks pakub
tasuta teenust ja enamus veebimajutuse pakkujatest teevad seda samuti tasuta),
on valdav enamus kodulehtedest veel endiselt krupteerimata andmesidega. Kui
saidil esitatakse vaid infot, ei juhtu kasutajal eriti midagi, kui ta seal lehel kaib,
aga kui on vaja kuhugi andmeid sisestada, siis peab krlipteerimata lehe puhul
arvestama, et need andmed vdivad netiavarustes jalutama minna ja on
pealtkuulatavad. Eriti ettevaatlik maksab olla oma paroolide ja tundlike andmete
sisestamisel http-ga algavale lehele.

Veebisaidi omanikud peavad uUle vaatama, et nende lehel oleksid lingid
turvalistele https-iga algavatele lehtedele, et koodid, mida nad kasutavad valistelt
saitidelt, oleksid samuti alla laetud Ule turvalise https-i ja et http-aadressidele
podrdujad suunataks automaatselt edasi https-iga algavale aadressile.

Cloudflare hoiatas oma kliente ka juba selle eest markides, et homme vdivad
miljonist kdige populaarsemast veebisaidist Ule poolte "muutuda" Chrome’is
ebaturvaliseks:

The majority of the Internet’s top 1M most popular sites will show up as
“Not Secure” in @GoogleChrome starting July 24th. Make sure your site
redirects to #HTTPS, so you don’t have the same problem. @Cloudflare
makes it easy! #SecureOnChrome https://t.co/G2a0gi2aM8
pic.twitter.com/r2HWkfRofW

— Cloudflare (@Cloudflare) July 23, 2018

e Uudised

e Turvalisus

Pilt


https://twitter.com/googlechrome?ref_src=twsrc%5Etfw
https://twitter.com/hashtag/HTTPS?src=hash&ref_src=twsrc%5Etfw
https://twitter.com/Cloudflare?ref_src=twsrc%5Etfw
https://twitter.com/hashtag/SecureOnChrome?src=hash&ref_src=twsrc%5Etfw
https://t.co/G2a0gi2aM8
https://t.co/r2HWkfRofW
https://twitter.com/Cloudflare/status/1021196369313353728?ref_src=twsrc%5Etfw
https://www.am.ee/IT-uudised
https://www.am.ee/turvalisus




