Uuring: ligi 40% ettevotetes ei tegele
kuberturbe teemaga otseselt keegi
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Vaatamata sellele, et pandeemia ajal kasvas klbertGnnakute arv huppeliselt, on
Eestis jatkuvalt vaga palju ettevétteid, kus kliberturvalisus ei ole korraldatud.
37% ettevotetes ei tegele IT-turvalisuse teemaga otseselt keegi, samuti ei
kasutata selleks ka valiseid partnereid, selgus Turu-uuringute AS-i poolt Telia
tellimusel [abi viidud uuringust.

Telia Eesti andmekeskuste ja turvalahenduste valdkonna juhi Margus Danili sénul
on kdige sagedamini IT-turvalisus korraldamata 5-19 tdotajaga ettevotetes (46%).

~KUberturvalisuse teema jaab tihti just vaiksemate ettevotete jaoks liiga
keeruliseks ning igapaevaste toimetamiste kdrval ei jaa neil sellega tegelemiseks
aega. Samas naitas uuring, et 55% ettevdtetest on viimase aasta jooksul kokku
puutunud reaalsete ohuolukordadega, sealhulgas 9% korduvalt ning nende seas
oli nii suuremaid kui ka vaiksemaid ettevotteid,” Utles Danil.

Ettevodtteid, kus on olemas IT-turvalisuse alane ametikoht, on 7% ja 18%
ettevotetes on see mone teise ametikoha vastutusalas. 40% ettevotetest ostavad
IT-teenust sisse.

Sagedamini kasutavad valiseid partnereid enam kui 20 t66tajaga ettevodtted
(50%) ning need, kes on varasemalt reaalse IT-turvalisuse ohuga kokku puututud
(48%). 4% ettevotetest on olemas kull IT-turvalisust tagav ametikoht, kuid
osaliselt ostetakse ka teenust sisse. Viimane on sagedamini kasutusel tle 50
tootajaga ettevotetes.

~Huvi IT teenuste, sealhulgas kuberturvalisuse lahenduste vastu jarjest kasvab
ning Uha sagedamini ostavad selliseid teenused sisse ka vaiksemad ettevotted.
IT-kompetents, mida ettevétted tana vajavad on vaga lai, samas tervet IT-
meeskonda pidada ja arendada on sageli liiga keeruline ja kulukas. Lisaks annab
IT-halduse usaldamine partneri katte ettevdttele vdéimaluse keskenduda
pOhitegevusele ja sellega seotud vajalikele arendustele,” toi Danil valja.

Ta lisas, et turul on selgelt olemas ndudlus vaikestele ja keskmistele ettevdtetele
suunatud lihtsate teenuste vastu, mis tagaksid ettevottele vahemalt vajaliku
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baaskaitse taseme, olgu selleks siis naiteks internetiihenduse kaitselahendused,
terviklik seadmete kuberkaitse, ettevotte seadmete turvandrkuste kontroll jms.

Uuringu kaigus paluti vastajatel ka valja tuua, millised on kuberturvalisusega
seotud murekohad ning mis takistab ettevotete klberturbe taseme tdéstmist.

.Selgus, et Uheks ndérgaks kohaks on jatkuvalt téotajate koolitamine. Paljudel
ettevotetel puudub ka arusaam, kas ettevdte on voimalike ohtude eest piisaval
maaral kaitstud. Takistuste seas toodi valdavalt valja, et riskid ei ole ettevotte
hinnangul piisavalt suured, ei ole eelarvelisi vdimalusi voi ei ole olnud aega
asjaga tegelda,” nentis Danil ning lisas, et iga ettevdte peaks enda jaoks
sdnastama kuUberturvalisuse baastaseme.

.See voib muidugi olla erinev sdltuvalt ettevotte tegevusalast, suurusest ja
muudest teguritest, kuid see peaks kindlasti hdlmama tddtajate koolitamist ja
selgeid reeglid kodukontoris td6tamiseks, kontrolli ettevotte andmete dle,
regulaarset tarkvara uuendamist ning vajalikke vorgukaitse meetmeid“.

Uuringu kaigus viidi 1abi telefoni-intervjuud 300 ettevotte esindajatega. Valimisse
kuulunud ettevotted jagunesid tootajate arvu arvestuses kolme gruppi: 5-19
tootajat, 20-49 tootajat ning 50 ja enam tootajat. Kusitlus toimus 2020.aasta
lI6pus.
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