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Atlas VPN koostas 2020. aasta andmelekete kokkuvõtte ja sai tulemuseks 37
miljardit andmeleket 2020. aastal. See on 140% kasv võrreldes aastataguse 15
miljardiga.

Lisaks selgus veel, et 82% kõigist andmeleketest olid pärit viiest suurimast
lekkest. Kõige rohkem sattus rünnakute alla tervise- ja meditsiinisektor, kus
toimus 12% kõigist andmeleketest. teine oluliselt puudutatud valdkond oli IT, kus
toimus 11% andmeleketest. Kolmandale kohale jäi finants- ja kindlustussektor,
kus lekkis 10% juhtudest.

Kõige sagedamini paljastati andmetüüpidest nimesid, mis lekkisid eelmisel aastal
46% andmeleketest. Järgmisena on kõige enam rändama läinud e-posti aadressid
(32% juhtumitest).

Kuigi lekkinud andmete hulk saavutas 2020. aastal enneolematu taseme,
vähenes tegelike andmeintsidentide arv 48%. 7553 suuremate intsidentide kohta
2019. aastal oli 2020. aastal oluliselt vähem, vaid 3932 juhtumit.

Kokku põhjustasid möödunud aastal 77% andmeleketest välised ründajad, 16%
sisemised ohud, ülejäänud allikad pole teada. Rünnakuvahendina kasutati
lunavara ehk väljapressimispahavara 100% rohkem võrreldes 2019. aastaga.

Vaata kogu uuringut siit.
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