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Andmekaitse Inspektsiooni jaoks muutub ettevotete trahvimine andmekaitse
nduete rikkumise eest oluliselt lihtsamaks, kui jdustuvad Euroopa Liidu digusest
tulenevad muudatused, tdi valja advokaadibliroo Hedman isikuandmete kaitse
ekspert Andres Ojaver. Trahvimaar voib ulatuda 20 miljoni euroni ning teatud
juhtudel seda iseqgi uletada.

Andmekaitse uldmaaruse (GDPR) trahve ei ole Eestis siiani suudetud rakendada,
mille Gheks pdhjuseks oli juriidilise isiku vastutuse definitsiooni puudulikkus, mis
lubas ettevotetel andmekaitsega seotud otsuseid edasi lUkata.

Alates 1. novembrist olukord muutub, sest joustuvad tanavu martsis vastu voetud
karistusseadustiku ja teiste seaduste muudatused, mis annab Andmekaitse
Inspektsioonile diguse maarata andmekaitse nduete rikkumise eest trahve ka
konkreetset flusilist isikut suludistamata.

Hedmani isikuandmete kaitse ekspert Andres Ojaver tdi valja, et viis aastat on
Eesti ettevotted ja ka riigiasutused tegutsenud olukorras, kus isikuandmete kaitse
prioritiseerimine vdis olla problemaatiline. “Uhelt poolt tunnetavad valdkonna
spetsialistid puuduste tdsidust, kuid teiselt poolt on juhtkonnale raske
muudatusvajadusi “maha muta” eelkdige kulude ja riskide ebaproportsionaalse
suhte téttu ning voéimalik suur trahvisumma ei ole siiani olnud argument.
Kaotajaks jaavad paraku inimesed, kelle privaatsust andmekaitse uldmaarus
kaitseb,” sdnas Ojaver.

Novembris joustuv muudatus toob trahvid

Kui varem piirdus Andmekaitse Inspektsioon sunniraha hoiatustega, siis alates 1.
novembrist muutub trahvide maaramine oluliselt lihtsamaks ja trahvimaarad on
jdudmas GDPR'’i poolt maaratud tasemele. Trahvimaar vdib seega alates
novembrist ulatuda 20 miljoni euroni ning seda teatud juhtudel isegi Uletada.

Andmekaitse Inspektsioon soovitas kodikidel Eesti andmetdotiejatel Gle vaadata ja
viia sisemised andmetoodtiemise protsessid kooskadlla isikuandmete kaitse
uldmaaruse nduetega ning Ule vaadata ka vastutavate andmetodtlejate
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kohustused. Lisaks peavad ettevotted ja riigiasutused olema teadlikud, milliseid
andmeid nad hoiustavad, mis eesmargil nad neid todtlevad ning kui kaua ja kellel
on andmetele juurdepaas.

“Need on konkreetsed asjad, mida inspektsioon oma jarelevalvemenetlustes
kdsib ja see on neile indikaatoriks, kas asutuses vodi ettevdttes on andmetega
seonduv labimdeldud ja kaardistatud. Kui kisitud andmeid ei ole andmetooétiejal
ette naidata, on see inspektsiooni jaoks signaaliks pohjalikumaks sisse
vaatamiseks,” viitas Andres Ojaver Andmekaitse Inspektsiooni seisukohale ning
lisas, et kuigi voib tunduda, et november on kaugel, oleks ntitd viimane aeg
alustada andmete auditi [abiviimise ja edasiste tegevuste planeerimisega, kui
neid ei ole seni tehtud.

Ulevaadete koostamiseks ja hoidmiseks saab naiteks kasutada Eestis loodud
tarkvaralahendust GDPR Register, mis on valjatootatud selleks, et aidata
ettevotetel ja riigiasutustel valtida vigu andmete té6tlemisel. GDPR Register on
loodud koost6ds IT ekspertidega ning teeb GDPRi nduete jargimise lihtsaks ja
loogiliseks, aidates hallata GDPR regulatsiooniga kaasnevaid toiminguid ja
dokumente, tagades ka nende nduetele vastavuse.
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